
Keeping Children Safe Online.



The purpose of this workshop:

• Discuss some of the potential harms of online use for children.

• Share guidance and information.

• Explain what we are doing in school.



What harms might a child experience online?

Common issues:

• Cyberbullying.
• Exposure to age-inappropriate content.
• Exposure to harmful content.

Extreme, but we need to be aware of:

• Child sexual abuse.
• Child criminal exploitation.
• Exposure to radicalising content.
• Consensual and non-consensual sharing of nude and semi-nude images and/or 

videos (also known as sexting).



Guidance and resources:

Internet Matters: Advice for parents of primary school children.

Think U Know: Advice for parents.

Social Media tips.

Parent Zone

https://www.internetmatters.org/wp-content/uploads/2021/02/Internet-Matters-online-safety-Age-Guide-6-10s.pdf
https://www.thinkuknow.co.uk/parents/
https://www.internetmatters.org/wp-content/uploads/2019/12/Internet-Matters-Social-Media-Tips-Guide.pdf
https://parentzone.org.uk/




WhatsApp



Guides and advice:

Parental controls.

Smart Phones.

NSPCC resources.

Social media Apps appropriate for primary aged children.

Internet monitoring and control of screen time/app use/safe websites.

Other options are available. Many internet service providers are offering packages now (BT etc). 
Amazon devices can have their safeguarding and control add-on ‘Amazon Kids’

https://www.internetmatters.org/resources/e-safety-checklist-getting-your-kids-tech-devices-set-up-safe/
https://saferinternet.org.uk/guide-and-resource/parents-and-carers/phones
https://www.nspcc.org.uk/keeping-children-safe/online-safety/
https://www.internetmatters.org/resources/social-media-networks-made-for-kids/
https://www.qustodio.com/en/premium-special-promo/?source=aw&utm_source=awin&utm_medium=103504&utm_campaign=Future+Publishing.&utm_term=Editorial+Content&awc=7874_1674408669_aa7e80c5ef8d3dc4b7b8891792ba5bfd&utm_content=text


What we are doing in school:

• Department for Education recommended firewalls and filters.

• Teaching and learning focus through PSHE lessons and computing 
lessons.

• SMART online.

Theme is ‘talk about it’ which we actively encourage as this is the most powerful way to safeguard 
and prevent issues.



SMART online with a heart:

• Understanding the risks.

• Always talking to trusted adults 
(school and home).

• Always being kind and polite 
(just as we expect offline).


